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Introduction Of the Study

The literature study is our main method. This is used in order to fulfill the Purpose, i.e. to give a short, but full overview of the existing  Recent trend of banking. A detailed description on Recent trend of banking and other investment opportunities available in market place is given in order to help or aid the readers in assessing a better investment avenue.

The centre point of our study is a Recent trend of banking, about which a detailed description is given which includes , ATMs, Online Banking, Mobile Banking, Venture Capital, Fundings  and current scenario of Recent trend of bankings . Examples of various Recent trend of bankings are also given with their classification and respective features.

Benefits and disadvantages of the Recent trend of bankings are also mentioned in order to help in deciding the scope of  Recent trend of bankings.

The main objective of this study is to deal with various Recent trend of bankings and the various steps which should be followed while using bank services. 

RESEARCH METHODOLOGY

This study is systematically done on “Recent trends of banking services”. In it we study various steps that are generally adopted by a researcher in studying his research problem along with the logic behind them. It is important for the researcher not only to understand the research methods and techniques but also the methodology.

COLLECTING OF DATA 

In dealing with any real life problem it is often found that data at hand are inadequate and hence, it becomes necessary to collect data that are appropriate. There are several ways of collecting the appropriate data which differ considerably in context of money costs, time and other resources at the disposal of the researcher.

“I have taken secondary data in the project”. Secondary data through internet, Books, Office documents and other sources of published information like website of company. 
Analysis on Banking Services in INDIA
A bank is a financial intermediary that accepts deposits and channels those deposits into lending activities. Banks are a fundamental component of the financial system, and are also active players in financial markets. The essential role of a bank is to connect those who have capital (such as investors or depositors), with those who seek capital (such as individuals wanting a loan, or businesses wanting to grow).

The oldest bank still in existence is Monte dei Paschi di Siena, headquartered in Siena, Italy, which has been operating continuously since 1472. 

The name bank derives from the Italian word banco "desk/bench", used during the Renaissance by Jewish Florentine bankers, who used to make their transactions above a desk covered by a green tablecloth. However, there are traces of banking activity even in times ancient , which indicates that the word 'bank' might not necessarily come from the word 'banco'.

History in India

Banking in India originated in the last decades of the 18th century. The oldest bank in existence in India is the State Bank of India, a government-owned bank that traces its origins back to June 1806 and that is the largest commercial bank in the country. Central banking is the responsibility of the Reserve Bank of India, which in 1935 formally took over these responsibilities from the then Imperial Bank of India, relegating it to commercial banking functions. After India's independence in 1947, the Reserve Bank was nationalized and given broader powers. In 1969 the government nationalized the 14 largest commercial banks; the government nationalized the six next largest in 1980.

Currently, India has 96 scheduled commercial banks (SCBs) - 27 public sector banks (that is with the Government of India holding a stake), 31 private banks (these do not have government stake; they may be publicly listed and traded on stock exchanges) and 38 foreign banks. They have a combined network of over 53,000 branches and 17,000 ATMs. According to a report by ICRA(Internet Content Rating Association) Limited, a rating agency, the public sector banks hold over 75 percent of total assets of the banking industry, with the private and foreign banks holding 18.2% and 6.5% respectively
Nationalisation

By the 1960s, the Indian banking industry had become an important tool to facilitate the development of the Indian economy. At the same time, it had emerged as a large employer, and a debate had ensued about the possibility to nationalize the banking industry. Indira Gandhi, the-then Prime Minister of India expressed the intention of the GOI (Government of India) in the annual conference of the All India Congress Meeting in a paper entitled "Stray thoughts on Bank Nationalisation." The paper was received with positive enthusiasm. Thereafter, her move was swift and sudden, and the GOI issued an ordinance and nationalised the 14 largest commercial banks with effect from the midnight of July 19, 1969. Jayaprakash Narayan, a national leader of India, described the step as a "masterstroke of political sagacity." Within two weeks of the issue of the ordinance, the Parliament passed the Banking Companies (Acquisition and Transfer of Undertaking) Bill, and it received the presidential approval on 9 August 1969.

A second dose of nationalization of 6 more commercial banks followed in 1980. The stated reason for the nationalization was to give the government more control of credit delivery. With the second dose of nationalization, the GOI controlled around 91% of the banking business of India. Later on, in the year 1993, the government merged New Bank of India with Punjab National Bank. It was the only merger between nationalized banks and resulted in the reduction of the number of nationalised banks from 20 to 19. After this, until the 1990s, the nationalised banks grew at a pace of around 4%, closer to the average growth rate of the Indian economy.

The nationalised banks were credited by some, including Home minister P. Chidambaram, to have helped the Indian economy withstand the global financial crisis of 2007-2009
Liberalisation

In the early 1990s, the then Narsimha Rao government embarked on a policy of liberalization, licensing a small number of private banks. These came to be known as New Generation tech-savvy banks, and included Global Trust Bank (the first of such new generation banks to be set up), which later amalgamated with Oriental Bank of Commerce, Axis Bank(earlier as UTI Bank), ICICI Bank and HDFC Bank. This move, along with the rapid growth in the economy of India, revitalized the banking sector in India, which has seen rapid growth with strong contribution from all the three sectors of banks, namely, government banks, private banks and foreign banks.

The next stage for the Indian banking has been setup with the proposed relaxation in the norms for Foreign Direct Investment, where all Foreign Investors in banks may be given voting rights which could exceed the present cap of 10%,at present it has gone up to 74% with some restrictions.

The new policy shook the Banking sector in India completely. Bankers, till this time, were used to the 4-6-4 method (Borrow at 4%;Lend at 6%;Go home at 4) of functioning. The new wave ushered in a modern outlook and tech-savvy methods of working for traditional banks. All this led to the retail boom in India. People not just demanded more from their banks but also received more.

Currently (2007), banking in India is generally fairly mature in terms of supply, product range and reach-even though reach in rural India still remains a challenge for the private sector and foreign banks. In terms of quality of assets and capital adequacy, Indian banks are considered to have clean, strong and transparent balance sheets relative to other banks in comparable economies in its region. The Reserve Bank of India is an autonomous body, with minimal pressure from the government. The stated policy of the Bank on the Indian Rupee is to manage volatility but without any fixed exchange rate-and this has mostly been true.

In March 2006, the Reserve Bank of India allowed Warburg Pincus to increase its stake in Kotak Mahindra Bank (a private sector bank) to 10%. This is the first time an investor has been allowed to hold more than 5% in a private sector bank since the RBI announced norms in 2005 that any stake exceeding 5% in the private sector banks would need to be vetted by them.

In recent years critics have charged that the non-government owned banks are too aggressive in their loan recovery efforts in connection with housing, vehicle and personal loans. There are press reports that the banks' loan recovery efforts have driven defaulting borrowers to suicide.

Current Major Players: State Bank of India, HDFC Bank, UTI Bank, IDBI Bank and ICICI Bank
Key Highlights Covered 
- During 2006-07, gross credit extended by Indian commercial banks grew by 34.83% to touch INR19, 495 billion. 

- Retail credit constitutes about 25% of the total credit and has grown by 28.0% to INR4, 218.3 billion

- The annual growth in bank credit to the commercial sector is at 25.4% as on March 31, 2007 and was lower than 27.2%

Popular Banking Services In India
Retail banking In India

Retail banking refers to banking in which banking institutions execute transactions directly with consumers, rather than corporations or other banks. Services offered include:
· Savings and checking accounts
· Home loan
· Personal loans
· Business loans
· Debit cards
· Credit cards, and so forth.
The ratio of retail credit to net credit in the global level is around 5%. In India, it is interesting to note that this ratio is over 10% as on March 31, 2002 (Source: RBI, Annual report). With the economic reforms set in motion, the country is already rated as a major hub for economic development. Increase in per capita, change in lifestyle and growing urbanization has made the Indian population rise from oblivion and resurges in a modern era. Traditionally against incurring a debt, the policy of save and spend is gradually giving way to spend and save concept.

Retail credit outstanding as on March 22, 2003, amounted to Rs 1,60,000 crore. According to one estimate, the retail segment is expected to grow at 30-40% in the coming years.

The annual growth in bank credit to the commercial sector is at 25.4% as on March 31, 2007 and was lower than 27.2% against previous year. Till 2010, retail banking is expected to grow at a CAGR (Compound Annual Growth Rate) of 28% to touch a figure of INR (International Normalized ratio), 700 billion. This requires expansion and diversification of retail product portfolio, better penetration and faster service mechanism.

The report on Retail Banking Industry in India covers industry segments like housing loan, auto loan, personal loan, education loan, consumer durable loan, credit card and regulatory frame work for retail banks is also discussed. The report gives retail banking industry’s current performance and future outlook. Total 22 major retail banks in India are covered in terms of their performance, strategy and outlook.

Banking Services
· ATM

· On-Line Banking

· Mobile Banking

· Venture Capital funding
Automated teller machine (ATM)

An automated teller machine (ATM) or automatic banking machine (ABM) is a computerized telecommunications device that provides the clients of a financial institution with access to financial transactions in a public space without the need for a cashier, human clerk or bank teller. On most modern ATMs, the customer is identified by inserting a plastic ATM card with a magnetic stripe or a plastic smart card with a chip that contains a unique card number and some security information such as an expiration date. Authentication is provided by the customer entering a personal identification number (PIN).

Using an ATM, customers can access their bank accounts in order to make cash withdrawals (or credit card cash advances) and check their account balances as well as purchase cell phone prepaid credit. If the currency being withdrawn from the ATM is different from that which the bank account is denominated in (e.g.: Withdrawing Japanese Yen from a bank account containing US Dollars), the money will be converted at a wholesale exchange rate. Thus, ATMs often provide the best possible exchange rate for foreign travelers and are heavily used for this purpose as well.

ATMs are known by various other names including Automated Transaction Machine, automated banking machine, cash point  (in Britain),money machine, bank machine, cash machine, hole-in-the-wall, Bancomat (in various countries (in Europe and Russia), Multibanco (after a registered trade mark, in Portugal), and Any Time Money (in India).

History of ATM & Invention

The idea of self-service in retail banking developed through independent and simultaneous efforts in Japan, Sweden, the United States and the United Kingdom. 
A first cash dispensing device was used in Tokyo in 1966. Although little is known of this first device, it seems to have been activated with a credit card rather than accessing current account balances. This technology had no immediate consequence in the international market.

In simultaneous and independent efforts, engineers in Sweden and Britain developed their own cash machines during the early 1960s. The first of these that was put into use was by Barclays Bank in Enfield Town in North London, United Kingdom, on 27 June 1967.
 It was a Scottish inventor, John Shepherd-Barron, who realized the concept of a self-service machine that could be used 24 hours a day, seven days a week, to withdraw cash from one's own bank account. His wife persuaded him to use a four-digit PIN number rather than six because she thought it would be easier to remember. In 2005, Shepherd-Barron was awarded the OBE for his services to banking as “inventor of the automatic cash dispenser.”
Marking the 40th anniversary, the inventor said, "I am delighted that the cash machine is still going strong. I remember back in 1965 that I would always take money out of my bank on a Saturday morning. However, one Saturday I was one minute late at my bank and it was closed. I had to ask my local garage to cash my cheque.” 
"That night I started thinking that there must be a better way to get cash when I wanted it. I thought of the chocolate vending machine where money was put in a lot and a bar dispatched – surely money could be dispensed in the same way. Within two years my idea had become reality and we opened the first cash machine at Barclays in Enfield."

Forty years on, there are 60,000 cash machines in the UK dispensing around £300m of cash on a quiet day such as Sunday and up to £700m on a busy day, typically a Friday.

It can even be argued that cash machines play a vital public service role and forms an essential part of the UK infrastructure. And, to think, that it all started in Enfield.

The Barclays-De La Rue machine (called De La Rue Automatic Cash System or DACS) beat the Swedish saving banks’ and a company called Metior's (a device called Bankomat) by nine days and Westminster Bank’s-Smith Industries-Chubb system (called Chubb MD2) by a month. The collaboration of a small start-up called Speytec and Midland Bank developed a third machine which was marketed after 1969 in Europe and the USA by the Burroughs Corporation. The patent for this device (GB1329964) was filed on September 1969 (and granted in 1973) by John David Edwards, Leonard Perkins, John Henry Donald, Peter Lee Chappell, Sean Benjamin Newcombe & Malcom David Roe.

After looking first hand at the experiences in Europe, in 1968 the networked ATM was pioneered in Dallas, Texas, by Donald Wetzel who was a department head at an automated baggage-handling company called Docutel. In 1995, the Smithsonian's National Museum of American History recognised Docutel and Wetzel as the inventors of the networked ATM.

History of ATM In INDIA
Automated Teller Machines (ATMs) have gained prominence as a delivery channel for banking transactions in India. Banks have been deploying ATMs to increase their reach. As at the end of December 2007, the number of ATMs deployed in India was 32,342. 

From first day of April 2009, entire ATM network is now available to customers from any bank for transactions for no fee at all, irrespective of the banks in which they have their accounts, Now Customers will not be levied any fee on cash withdrawals using ATM and debit cards issued by other banks. This will in turn increase usage of ATMs in India. 

More people are now moving towards using the automated teller machines (ATM) for their banking needs. According to a survey by Banknet India, 95% people now prefer this modern channel to traditional mode of banking. Almost 60% people use an ATM at least once a week. 

Increased ATM usage is also helped by the fact that customers have now the flexibility of using ATMs of other banks, as most of the banks are part of major interbank networks like National Financial Switch (NFS), Mitr, BANCS, Cashtree and Cashnet. The interbank networks have brought together ATMs of several banks so that consumers would gain access to any of the participating banks’ ATMs. Banks find it cheaper to pay membership fees to these networks as against setting up additional units in expensive-to-deploy areas. 

ATMs are now seen to be more than mere cash dispensing machines. Customers use ATMs to recharge their mobile phone pre-paid connections, pay their utility bills, even Recent trend of banking transactions – making them at par with flexibility given in internet banking – only more secure. Of the value-added services provided at ATMs, bill-payment is the most used service, followed by prepaid mobile talk-time recharges. However, still about one third of the respondents do not use any value added services at ATMs.

The ATM market in India is not yet saturated. Though the concentration of ATMs is greater in metros, the demand is increasing for other cities and even rural areas. ATM's per million people approximately is 33 units are very low. Experts forecast that the growth rate (CAGR) is expected to grow 18 percent up by 2013. Banks going into a self service model can have huge saving potential for banks and may also increase the convenience for the customers. 
Many ATM vendors have devised specialised machines, embedded with biometric devices for authentication. Catering to the rural population, these machines have enabled them to interact with the machine in their local language and on a graphical user interface. The rural customer has seemed to accept this new medium. This has the potential to further widen the scope of ATM usage in the interior parts of the country.

There is also interest towards white-label ATMs. Many companies are interested in this model, where the ownership of the ATM will not be with the banks but with third parties who deploy them and make money on fees charged on every transaction. The concept is prevalent in the American continent.

Wide acceptance of ATMs by consumers, introduction of biometric ATMs, and increasing scope of value-added ATM services will maintain growth in the industry.
Global Use

There are no hard international or government-compiled numbers totaling the complete number of ATMs in use worldwide. Estimates developed by ATMIA place the number of ATMs in use currently at over 1.8 million.
For the purpose of analyzing ATM usage around the world, financial institutions generally divide the world into seven regions, due to the penetration rates, usage statistics, and features deployed. Four regions (USA, Canada, Europe, and Japan) have high numbers of ATMs per million people and generally slowing growth rates. The world’s most northey installed ATM is located at Longyearbyen, Svalbard, Norway.
The world’s most southerly installed ATM is located at Mc Murdo Station, Antartica.

While India claims to have the world’s highest ATM at Nathu La,pass India installed by the Union Bank of India at 4310 meters, there are higher ATM´s installed in Nagchu County, Tibet at 4500 meters by Agricultural Bank of China.

Israel claims to have the world's lowest installed ATM at Ain Bokek at the Dead Sea, installed independently by a grocery store at 421 meters below (Mediterranean) Sea level.

While ATMs are also be found on some US Navy ships.

In the United Kingdom, an ATM may be colloquially referred to as a "Cashpoint", named after the Lloyds Bank ATM brand, or "hole-in-the-wall", after which the equivalent Barclays brand was later named. In Scotland the term Cashline has become a generic term for an ATM, based on the branding from the Royal Bank of Scotland.

In the Republic of Ireland, ATMs are also commonly referred to as a "Banklink", named after the Allied Irish Bank brand of machines.

In Israel, ATMs are commonly referred to as "Kaspomat", which is compound word meaning "automatic money" in Hebrew, named after the Bank Leumi & Israel Discount Bank brand of machines.
Security
Security, as it relates to ATMs, has several dimensions. ATMs also provide a practical demonstration of a number of security systems and concepts operating together and how various security concerns are dealt with.
Physical:
Early ATM security focused on making the ATMs invulnerable to physical attack; they were effectively safes with dispenser mechanisms. A number of attacks on ATMs resulted, with thieves attempting to steal entire ATMs by ram-raiding. Since late 1990s, criminal groups operating in Japan improved ram-raiding by stealing and using a truck loaded with a heavy construction machinery to effectively demolish or uproot an entire ATM and any housing to steal its cash. 

Another attack method, is to seal all openings of the ATM with silicone and fill the vault with a combustible gas or to place an explosive inside, attached, or near the ATM. This gas or explosive is ignited and the vault is opened or distorted by the force of the resulting explosion and the criminals can break in.

Modern ATM physical security, per other modern money-handling security, concentrates on denying the use of the money inside the machine to a thief, by means of techniques such as dye markers and smoke canisters.

A common method is to simply rob the staff filling the machine with money. To avoid this, the schedule for filling them is kept secret, varying and random. The money is often kept in cassettes, which will dye the money if incorrectly opened.

Customer identity integrity:
An ATM with a palm scanner (to the right of the screen)

There have also been a number of incidents of fraud by Man-in-the-middle attacks, where criminals have attached fake keypads or card readers to existing machines. These have then been used to record customers' PINs and bank card information in order to gain unauthorized access to their accounts. Various ATM manufacturers have put in place countermeasures to protect the equipment they manufacture from these threats. 

Alternate methods to verify cardholder identities have been tested and deployed in some countries, such as finger and palm vein patterns, and facial recognition technologies. However, recently, cheaper mass production equipment has been developed and being installed in machines globally that detect the presence of foreign objects on the front of ATMs, current tests have shown 99% detection success for all types of skimming devices. 
Customer security:

In some countries, multiple security cameras and security guards are a common feature. In the United States, The NY State Comptroller's Office has criticized the NY State Department of Banking for not following through on safety inspections of ATMs in high crime areas. 

Critics of ATM operators assert that the issue of customer security appears to have been abandoned by the banking industry; it has been suggested that efforts are now more concentrated on deterrent legislation than on solving the problem of forced withdrawals. 

At least as far back as July 30, 1986, critics of the industry have called for the adoption of an emergency PIN system for ATMs, where the user is able to send a silent alarm in response to a threat.[50] Legislative efforts to require an emergency PIN system have appeared in Illinois,Kansas  and Georgia, but none have succeeded as of yet. In January 2009, Senate Bill 1355 was proposed in the Illinois Senate that revisits the issue of the reverse emergency PIN system. The bill is again resisted by the banking lobby and supported by the police. In 1998 three towns outside of Cleveland Ohio, in response to an ATM crime wave, adopted ATM Consumer Security Legislation requiring that a 9-1-1 switch be installed at all outside ATMs within their jurisdiction. Since the passing of these laws 11 years ago, there have been no repeat crimes. In the wake of an ATM Murder in Sharon Hill, Pennsylvania, The City Council of Sharon Hill passed an ATM Consumer Security Bill as well, with the same result. As of July 2009, ATM Consumer Security Legislation is currently pending in New York, New Jersey, and Washington D.C. In China, many efforts to promote security have been made. On-premises ATMs are often located inside the bank's lobby which may be accessible 24 hours a day. These lobbies have extensive CCTV coverage, an emergency telephone and a security guard on the premises. Bank lobbies that aren't guarded 24 hours a day may also have secure doors that can only be opened from outside by swiping your bank card against a wall-mounted scanner, allowing the bank to identify who enters the building. Most ATMs will also display on-screen safety warnings and may also be fitted with convex mirrors above the display allowing the user to see what is happening behind them.
Fraud & Its Preventions

As with any device containing objects of value, ATMs and the systems they depend on to function are the targets of fraud. Fraud against ATMs and people's attempts to use them takes several forms.

In some cases, bank fraud could occur at ATMs whereby the bank accidentally stocks the ATM with bills in the wrong denomination, therefore giving the customer more money than should be dispensed. The result of receiving too much money may be influenced on the card holder agreement in place between the customer and the bank.

ATM behavior can change during what is called "stand-in" time, where the bank's cash dispensing network is unable to access databases that contain account information (possibly for database maintenance). In order to give customers access to cash, customers may be allowed to withdraw cash up to a certain amount that may be less than their usual daily withdrawal limit, but may still exceed the amount of available money in their account, which could result in fraud. 

Card fraud:
In an attempt to prevent criminals from shoulder surfing the customer's PINs, some banks draw privacy areas on the floor.

For a low-tech form of fraud, the easiest is to simply steal a customer's card. A later variant of this approach is to trap the card inside of the ATM's card reader with a device often referred to as a Lebanese loop. When the customer gets frustrated by not getting the card back and walks away from the machine, the criminal is able to remove the card and withdraw cash from the customer's account.

Another simple form of fraud involves attempting to get the customer's bank to issue a new card and stealing it from their mail. Some ATMs may put up warning messages to customers to not use them when it detects possible tampering. The concept and various methods of copying the contents of an ATM card's magnetic stripe on to a duplicate card to access other people's financial information was well known in the hacking communities by late 1990.

Fraud Prevention (for Consumers):
Most ATM frauds happen due to the negligence of customers in using, and more importantly, negligence of banks in educating their customers about the matters that should be taken care of while at an ATM. The number of ATM frauds in India is more in regard to negligence of the Personal Identification Number (PIN), than by sophisticated crimes like skimming. Banks need to develop a fraud policy – the policy should be written and distributed to all employees, borrowers and depositors.

Guidelines to help your customer from being an ATM fraud victim:

· Look for suspicious attachments. Criminals often capture information through ATM skimming – using devices that steal magnetic strip information. At a glance, the skimmer looks just like a regular ATM slot, but it‘s an attachment that captures ATM card numbers. To spot one, the attachment slightly protrudes from the machine and may not be parallel with the inherent grooves. Sometimes, the equipment will even cut off the printed labels on the ATM. The skimmer will not obtain PIN numbers, however. To get that, fraudsters place hidden cameras facing the ATM screen. There‘s also the helpful bystander (the criminal) who may be standing by to kindly inform you the machine has had problems and offer to help. If you do not feel safe at any time, press the ATM cancel button, remove your card and leave the area immediately.
· Minimize your time at the ATM. The more time you spend at the ATM, the more vulnerable you are. If you need to update your records after a transaction, one is advised do it at home or office, but not while at the ATM. Even when depositing a cheque at the ATM, on should not make/sign the cheque at the ATM. After the transaction, if you think you are being followed, go to an area with a lot of people and call the police.

· Make smart deposits. Some ATMs allow you to directly deposit checks and cash into your accounts without stuffing envelopes. As for the envelope-based deposits, make sure they go through – if it gets jammed and it doesn‘t fully go into the machine, the next person can walk up and take it out. After having made the ATM deposit, compare your records with the account statements or online banking records.

· Avoid using ATMs at night. While robberies are less prevalent than fraud at ATMs, there‘s still risk, especially at night. And if you have to use an ATM late at night, use one at a bank itself. Financial institutions have to follow certain guidelines and regulations as far as lighting is concerned. They also have cameras on all the ATMs.

· Be aware of your surroundings. Before you slide your card into the machine, look around if the area appears safe or if there is anybody who can see the PIN pad. Having the card ready before entering is ATM premises is better than searching for it though the purse at the machine. While you are fumbling with a wallet or purse, you are easy prey for a thief. A good rule of thumb is to always shield your card, no matter how comfortable you are with the place. If your card is stuck inside an ATM, be suspicious of anyone offering help. Immediately report the incident to the bank

· Before you leave the machine, make sure you have your card. Also, do not leave your receipt behind at the ATM. Keep copies of your receipts and compare them with your monthly statement. As much as 83 percent of all ATM and debit fraud results from stolen cards and discarded receipts bearing card/account numbers.

· Memorize your PIN. Many cardholders walk up to an ATM and pull out a piece of paper containing four numbers. If you are not sure, make it a point that you don’t keep the PIN and ATM card together in your wallet – If someone comes up and hits you over the head, they‘re going to have all your information right there. But ideally, one should never write down the PIN number – it should be memorised.

· Never disclose your PIN to anyone. Even bank officials do not require an ATM PIN – neither to process an issue involving ATMs, nor to remove a card stuck in the machine. Always change the PIN as soon as you receive it. Preferably, change it every quarter. This habit will also help remind you of changing the PIN if you find a suspicious activity.

· Never provide information via e-mail. About 3.5 percent of ATM and point-of-sale debit fraud originates from ‘phishing’ e-mails. Phishers attempt to obtain information about your bank account by asking for your PIN, account number and personal information. Much like ATM skimming equipment, these e-mails appear legitimate. If you click on a link, you will be sent to a Web site that looks exactly like the one the phishers are imitating. Reputable companies do not ask for information through e-mail. If you receive one of these e-mails, inform the organization. And if you believe your accounts have been compromised, inform your financial institution and cancel the account.

Alternative Uses
Although ATMs were originally developed as just cash dispensers, they have evolved to include many other bank-related functions. In some countries, especially those which benefit from a fully integrated cross-bank ATM network. ATMs include many functions which are not directly related to the management of one's own bank account, such as:

· Deposit currency recognition, acceptance, and recycling

· Paying routine bills, fees, and taxes (utilities, phone bills, social security,     legal fees, taxes, etc.)

· Printing bank statements
· Updating passbooks
· Loading monetary value into stored value cards
· Purchasing

· Postage stamps.

· Lottery tickets

· Train tickets
· Concert tickets

· Movie tickets

· Shopping mall gift certificates.

· Games and promotional features

· Donating to charities

· Cheque Processing Module

· Adding pre-paid cell phone credit.

· Paying (in full or partially) the credit balance on a card linked to a specific current account.
· Cash withdraw & Balance Enquiry:
In spite of a number of innovative services being made available at many ATMs, cash withdrawal stills remains the most accessed service at ATMs. However, the migration of routine bank transactions like cash withdrawals and balance enquiries from teller counters to ATMs significantly raises the potential for savings in employee costs and greater employee focus on value-added revenue-enhancing activities such as selling other financial products and advisory services to customers. 
· Cash/ Cheque Deposit:
Again, due to the strong cash culture in India, cash deposits are most likely higher than in other markets, especially cash deposits made by commercial customers such as retail shopkeepers and those whose work involves substantial travelling. A high cash withdrawal rate results in higher ATM servicing costs due to frequent cash replenishment requirements. Recent developments in ATM technology have made it possible to recycle cash in ATMs. Currency notes received as cash deposits are counted; soiled notes separated and deposited cash dispensed to fulfill withdrawal transactions. However, regulatory concerns relating to identification of counterfeit notes and its depositors need to be addressed first.

ATM with Cheque deposit facility is not picking up in India, like other countries. One of the reasons is the delay in collection of the cheque deposited in ATMs. Cheque deposited in ATMs is to be collected and deposited in the designated branch for collection. Another reason is the introduction of cheque deposit Kiosks by various Banks especially Private sector ones. These are kept at each some important locations/branches where customers can deposit there cheques which are collected at intervals which may be difficult in ATMs.
· Bill Payments:
Most utilities have inadequate infrastructure for receiving bill payments resulting in long queues at collection centres. Hence, bill payment at ATMs has achieved noticeable acceptance by bank customers. Most banks provide this service through bi-lateral arrangements with bill-payment service providers. ATM users register their water, electricity and telephone utility accounts with banks, check their dues at ATMs, approve bill payments that are debited to their bank accounts and receive printed receipts for the transactions. This service has the effect of improving customer satisfaction for both the bank as well as the bill-payment service providers. Some Banks’ ATMs even accept charitable contribution.

· Sale of Paper Based Products

ATMs are ideally suited to sell paper-based products and services such as tickets, wireless phone recharge cards, financial products, etc. The screen interface allows browsing and customization, access to bank accounts facilitate payments and printing capabilities produce the actual product/service. 

A number of banks including ICICI Bank, SBI and PNB have ATMs at Mumbai’s local railway stations to dispense season tickets to commuters. Own-bank customers pay no extra charge while other bank customers pay a fee of Rs. 50 for this extremely useful service of anytime ticket purchase. Railway season tickets represent a high-volume mass-appeal product. As technical standards get established and product/service sellers become aware of the ATM sales channel, niche-appeal high-margin products like entertainment tickets will join the fray.

· Money Transfers

Indians, who have migrated abroad or to cities, regularly use money orders and wire transfers to send money to their families back home. ATM growth, especially in rural India, will capture substantial business from the expensive wire transfer agents’ network and the customer-service lacking postal network. In line with international trends, ATMs can be made capable to dispense printed money orders or initiate wire transfers against a charge on customers’ bank accounts. After addressing regulatory hurdles, these services can even be made available to non-account holders through cash payments using the currency acceptors built into ATMs. ATMs can also facilitate the encashment of wire transfer amounts by allowing even non-account holders to withdraw cash based on PINs or previously mailed special-purpose ATM cards.

Recharge Mobiles via ATMs

ATMs are also used to recharge mobile phones. Initiated in 2004 by ICICI Bank, now most ATM/Debit Cardholders are able to recharge their pre-paid subscriptions of most mobile service providers from anywhere in the country using their bank‘s ATMs or by sending a SMS.
The amount for recharging the mobile phone would be debited from the subscriber‘s Bank account and the subscription would be directly recharged accordingly. The mobile top-up facility provides convenience on ATMs and through mobile phones using SMS.
Biometric ATMs for Rural India
ATMs with biometric devices are the latest solution in the ongoing effort to offer banking services to the rural masses. By Chirasrota Jena

To reach the rural masses, banks are going all out in providing a user-friendly banking experience. To boost micro financing initiatives, banks are deploying biometric solutions with ATMs. Establishing the identity of a rural depositor through biometrics makes it possible for illiterate or barely literate folks to become part of the banking user community. In recent years the importance of biometrics has grown tremendously with an increasing demand of security in accordance of unique identification of individuals. Its use for identification in applications other than policing is on the rise. In view of the rapidly increasing applications, the scope of biometrics is also increasing, be it identification via face, voice, retina or iris. Fingerprinting, however, has the advantage of being a familiar concept worldwide.

In the retail payments arena, developments in biometric technology have made their presence felt in the pervasiveness of self service devices including Automated Teller Machines (ATMs) and Point of Service (POS) machines. Some of the new generation POS terminals are biometric enabled with smart card readers, allowing thumb-print based authentication. Some Indian banks have started implementing biometric applications in retail branch applications for officer authentication. ATM enhancements with biometric support envisaged by vendors eliminate the need for PIN entry, and authenticate customer transactions by thumb-impressions. A simplified menu on ATMs coupled with possible audio guidance in local language enable easy use for rural masses. So far bank ATMs are dependent on PIN verification. The fingerprint authentication method is non-PIN based, and this requires enhancements to the standard Switch environment.
Benefits of Biometric supported ATMs

· Provides strong authentication & can be used instead of a PIN.
· Hidden costs of ATM card management like card personalization, delivery, management, re-issuance, PIN generation, help-desk, and re-issuance can be avoided.
· Ideal for Indian rural masses.
· Flexible account access allows clients to access their accounts at their convenience.
· Low operational cost of the ATMs will ultimately reduce TCO.
Internet Banking
Online banking (or Internet banking) allows customers to conduct financial transactions on a secure website operated by their retail or virtual bank, credit or building society.
History:
The precursor for the modern home online banking services were the distance banking services over electronic media from the early '80s. The term online became popular in the late '80s and referred to the use of a terminal, keyboard and TV (or monitor) to access the banking system using a phone line. ‘Home banking’ can also refer to the use of a numeric keypad to send tones down a phone line with instructions to the bank. Online services started in New York in 1981 when four of the city’s major banks (Citibank, Chase Manhattan, Chemical and Manufacturers Hanover) offered home banking services using the videotex system. Because of the commercial failure of videotex these banking services never became popular except in France.

 The UK’s first home online banking services were set up by Bank of Scotland for customers of the Nottingham Building Society (NBS) in 1983. The system used was based on the UK's Prestel system and used a computer, connected to the telephone system and television set. The system (known as 'Homelink') allowed on-line viewing of statements, bank transfers and bill payments. In order to make bank transfers and bill payments, a written instruction giving details of the intended recipient had to be sent to the NBS who set the details up on the Homelink system. Details of payments to be made were input into the NBS system by the account holder via Prestel. A cheque was then sent by NBS to the payee and an advice giving details of the payment was sent to the account holder.

Stanford Federal Credit Union was the first financial institution to offer online internet banking services to all of its members in Oct, 1994. 

Today, many banks are internet only banks. Unlike their predecessors, these internet only banks do not maintain brick and mortar bank branches. Instead, they typically differentiate themselves by offering better interest rates and online banking features. 

Features:
Online banking solutions have many features and capabilities in common, but traditionally also have some that are application specific.

The common features fall broadly into several categories

· Transactional (e.g., performing a financial transaction such as an account to account transfer, paying a bill, wire transfer... and applications... apply for a loan, new account, etc.)

· Electronic bill presentment and payment - EBPP
· Funds transfer between a customer's own checking and savings accounts, or to another customer's account

· Investment purchase or sale

· Loan applications and transactions, such as repayments of enrollments

· Non-transactional (e.g., online statements, check links, cobrowsing, chat)

· Bank statements
· Financial Institution Administration -

· Support of multiple users having varying levels of authority

· Transaction approval process

· Wire transfer

Features commonly unique to Internet banking include

Personal financial management support, such as importing data into personal accounting software. Some online banking platforms support account aggregation to allow the customers to monitor all of their accounts in one place whether they are with their main bank or with other institutions.
Security:
Protection through single password authentication, as is the case in most secure Internet shopping sites, is not considered secure enough for personal online banking applications in some countries. Basically there exist two different security methods for online banking.

· PIN represents a password, used for the login and TANs representing one-time passwords to authenticate transactions. TANs can be distributed in different ways; the most popular one is to send a list of TANs to the online banking user by postal letter. The most secure way of using TANs is to generate them by need using a security token. These token generated TANs depend on the time and a unique secret, stored in the security token 
· Signature based online banking where all transactions are signed and encrypted digitally. The Keys for the signature generation and encryption can be stored on smartcards or any memory medium, depending on the concrete implementation.

Attacks:
Most of the attacks on online banking used today are based on deceiving the user to steal login data and valid TANs. Two well known examples for those attacks are 

1. Phishing - 
Phishing typically involves fraudulent bulk e-mail messages that guide recipients to legitimate-looking but fake Web sites and try to get them to supply personal information like account passwords
2. Pharming- 
Pharming tampers with the domain-name server system so that traffic to a Web site is secretly redirected to a different site altogether, even though the browser seems to be displaying the Web address you wanted to visit.
Cross-site scripting and key logger/Trojan horses can also be used to steal login information.

A method to attack signature based online banking methods is to manipulate the used software in a way, that correct transactions are shown on the screen and faked transactions are signed in the background.

A recent FDIC Technology Incident Report, compiled from suspicious activity reports banks file quarterly, lists 536 cases of computer intrusion, with an average loss per incident of $30,000. That adds up to a nearly $16-million loss in the second quarter of 2007. Computer intrusions increased by 150 percent between the first quarter of 2007 and the second. In 80 percent of the cases, the source of the intrusion is unknown but it occurred during online banking, the report states. 

The most recent kind of attack is the so-called Man in the Browser attack, where a Trojan horse permits a remote attacker to modify the destination account number and also the amount.
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	Date: Jul 20, 2005

	Internet Banking in India – Guidelines

	RBI/2005-06/71
DBOD No. Comp.BC.14/07.03.29/2005-06
July 20, 2005
All Scheduled Commercial Banks
Dear Sir
Internet Banking in India – Guidelines
Please refer to our circular DBOD No.Comp.BC.130/07.03.23/2000-01 dated June 14, 2001 in terms of which banks were advised to seek prior approval of Reserve Bank of India before offering transactional services on the Internet. The position has since been reviewed and banks are advised that while the offering of Internet Banking services will continue to be governed by the provisions of the above circular, no prior approval of the Reserve Bank of India will be required for offering Internet Banking services.
2. Banks should, however, ensure compliance with the following conditions:
a. The Internet Banking policy has been approved by the Bank's Board.
b. The policy fits into the bank's overall Information Technology and Information Security policy and ensures confidentiality of records and security systems.
c. The policy takes into account operational risk.
d. The policy clearly lays down the procedure to be followed in respect of 'Know Your Customer' requirements, and
e. The policy broadly meets the parameters laid down in our above circular.
3. Please acknowledge receipt.
Yours faithfully,
Prashant Saran
Chief General Manager


Mobile Banking

Mobile banking (also known as M-Banking, SMS Banking etc.) is a term used for performing balance checks, account transactions, payments etc. via a mobile device such as a mobile phone. Mobile banking today is most often performed via SMS or the Mobile Internet but can also use special programs called clients downloaded to the mobile device.

Mobile banking is defined as:

"Mobile Banking refers to provision and availment of banking- and financial services with the help of mobile telecommunication devices. The scope of offered services may include facilities to conduct bank and stock market transactions, to administer accounts and to access customized information."

According to this, Mobile Banking can be said to consist of three inter-related concepts:

· Mobile Accounting
· Mobile Brokerage
· Mobile Financial Information Services
Most services in the categories designated Accounting and Brokerage are transaction-based. The non-transaction-based services of an informational nature are however essential for conducting transactions - for instance, balance inquiries might be needed before committing a money remittance. The accounting and brokerage services are therefore offered invariably in combination with information services. Information services, on the other hand, may be offered as an independent module.

Mobile phone banking may also be used to help in business situations
Trends in Mobile Banking:

The advent of the Internet has enabled new ways to conduct banking business, resulting in the creation of new institutions, such as online banks, online brokers and wealth managers. Such institutions still account for a tiny percentage of the industry.
Over the last few years, the mobile and wireless market has been one of the fastest growing markets in the world and it is still growing at a rapid pace. According to the GSM Association, the number of mobile subscribers exceeded 2 billion in September 2005, and now exceeds 2.5 billion (of which more than 2 billion are GSM).

With mobile technology, banks can offer services to their customers such as doing funds transfer while travelling, receiving online updates of stock price or even performing stock trading while being stuck in traffic. Smart phones and 3G connectivity provide some capabilities that older text message-only phones do not.

According to a study, 35% of online banking households will be using mobile banking by 2010, up from less than 1% today. Upwards of 70% of bank center call volume is projected to come from mobile phones. Mobile banking will eventually allow users to make payments at the physical point of sale. "Mobile contactless payments” will make up 10% of the contactless market by 2010. Another study, the forecast has been done that by the year 2010 the number of mobile banking users will grow from 12 million in 2009 to 98 million in 2015. The same study also predicts that the European market will grow from 7 million mobile banking users in 2009 to 131 million users in 2015. 

Many believe that mobile users have just started to fully utilize the data capabilities in their mobile phones. In Asian countries like India, China, Bangladesh, Indonesia and Philippines, where mobile infrastructure is comparatively better than the fixed-line infrastructure, and in European countries, where mobile phone penetration is very high (at least 80% of consumers use a mobile phone), mobile banking is likely to appeal even more.
Mobile banking in India is set to explode - approximately 43 million urban Indians used their mobile phones to access banking services during quarter ending August, 2009, a reach of 15% among urban Indian mobile phone user.
Mobile Banking Services:
Mobile banking can offer services such as the following:

Account Information
1. Mini-statements and checking of account history

2. Alerts on account activity or passing of set thresholds

3. Monitoring of term deposits

4. Access to loan statements

5. Access to card statements

6. Recent trend of bankings / equity statements

7. Insurance policy management

8. Pension plan management

9. Status on cheque, stop payment on cheque

10. Ordering check books

11. Balance checking in the account

12. Recent transactions

13. Due date of payment (functionality for stop, change and deleting of payments)

14. PIN provision, Change of PIN and reminder over the Internet

15. Blocking of (lost, stolen) cards

Payments, Deposits, Withdrawals, and Transfers
1. Domestic and international fund transfers

2. Micro-payment handling

3. Mobile recharging

4. Commercial payment processing

5. Bill payment processing

6. Peer to Peer payments

7. Withdrawal at banking agent
8. Deposit at banking agent
Especially for clients in remote locations, it will be important to help them deposit and withdraw funds at banking agents, i.e., retail and postal outlets that turn cash into electronic funds and vice versa. The feasibility of such banking agents depends on local regulation which enables retail outlets to take deposits or not.

A specific sequence of SMS messages will enable the system to verify if the client has sufficient funds in his or her wallet and authorize a deposit or withdrawal transaction at the agent. When depositing money, the merchant receives cash and the system credits the client's bank account or mobile wallet. In the same way the client can also withdraw money at the merchant: through exchanging sms to provide authorization, the merchant hands the client cash and debits the merchant's account.

Investments
1. Portfolio management services

2. Real-time stock quotes

3. Personalized alerts and notifications on security prices

4. mobile banking

Support
1. Status of requests for credit, including mortgage approval, and insurance coverage

2. Check (cheque) book and card requests

3. Exchange of data messages and email, including complaint submission and tracking

4. ATM Location

Content Services
Most Popular Banking Service on Mobile

Checking account balances is the most popular banking service used by urban Indians with almost 40 million users followed by checking last three transactions, 28 million and status of cheques with 21 million users.

	Usage
	Unique Users (In millions)

	Used mobile banking
	43.70

	Checking account balance
	39.97

	View last three transactions
	28.15

	Status of cheques
	21.06

	Payment reminders
	20.92

	Request a cheque book
	19.11


Mobile banking is popular among the Rs.1 to 5 lakhs per year income group with almost 60% of mobile banking users falling in the income bracket, an indicator of adoption of this service by younger generation..

Most Popular Bank
ICICI bank maintains its position as country biggest private lender on mobile screen as well with 17.75 million users. HDFC accounts for second most subscribers with 9.1 million subscribers followed by State Bank of India with 6.13 million subscribers.[The report has been prepared by Vital Analytics (sample size: 6,653), Bangalore based research firm that tracks current and future mobile trends in India.
Challenges for a Mobile Banking Solution:

Key challenges in developing a sophisticated mobile banking application are :

Handset operability:
There are a large number of different mobile phone devices and it is a big challenge for banks to offer mobile banking solution on any type of device. Some of these devices support Java MEand others support SIM Application Toolkit, a WAP browser, or only SMS.

Initial interoperability issues however have been localized, with countries like India using portals like R-World to enable the limitations of low end java based phones, while focus on areas such as South Africa have defaulted to the USSD as a basis of communication achievable with any phone.
 Security:
Security of financial transactions, being executed from some remote location and transmission of financial information over the air, are the most complicated challenges that need to be addressed jointly by mobile application developers, wireless network service providers and the banks' IT departments.

The following aspects need to be addressed to offer a secure infrastructure for financial transaction over wireless network:

1. Security of any thick-client application running on the device. In case the device is stolen, the hacker should require at least an ID/Password to access the application.

2. Authentication of the device with service provider before initiating a transaction. This would ensure that unauthorized devices are not connected to perform financial transactions.

3. User ID / Password authentication of bank’s customer.

4. Encryption of the data being transmitted over the air.

5. Encryption of the data that will be stored in device for later / off-line analysis by the customer.

Scalability & Reliability:
Another challenge is to scale-up the mobile banking infrastructure to handle exponential growth of the customer base. With mobile banking, the customer may be sitting in any part of the world (true anytime, anywhere banking) and hence banks need to ensure that the systems are up and running in a true 24 x 7 fashion. As customers will find mobile banking more and more useful, their expectations from the solution will increase. Banks unable to meet the performance and reliability expectations may lose customer confidence. There are systems such as Mobile Transaction Platform which allow quick and secure mobile enabling of various banking services. Recently in India there has been a phenomenal growth in the use of Mobile Banking applications, with leading banks adopting Mobile Transaction Platform and the Central Bank publishing guidelines for mobile banking operations.

Application distribution:
Due to the nature of the connectivity between bank and its customers, it would be impractical to expect customers to regularly visit banks or connect to a web site for regular upgrade of their mobile banking application. It will be expected that the mobile application itself check the upgrades and updates and download necessary patches (so called "Over The Air" updates). However, there could be many issues to implement this approach such as upgrade / synchronization of other dependent components.
RBI guidelines for Mobile Banking:
RBI earlier issued the mobile banking guidelines draft that put a limit of Rs. 2,500 per transaction and 5,000 for daily transaction.

Following consultation with Industry bodies, RBI has doubled the max. limit on transaction:

· For the present, banks are permitted to offer this facility to their customers subject to a daily capof Rs. 5000/- per customer for funds transfer and Rs.10,000/- per customer for transactions involving purchase of goods/services.

· The services shall be restricted only to customers of banks and/or holders of debit/credit cards

· Only banks who have implemented core banking solutions would be permitted to provide mobile
banking services.

· In future, interoperability between mobile banking service providers and banks and development of a host of message formats. To ensure inter-operability between banks, and between their mobile banking service providers, banks shall adopt the message formats like ISO 8583, with suitable modification to address specific needs.

The guidelines seems quite fair enough and we will present perspectives from different entities in the value chain.
Venture capital Funding
Venture capital (also known as VC or Venture) is a type of private equity capital typically provided for early-stage, high-potential, growth companies in the interest of generating a return through an eventual realization event such as an IPO or trade sale of the company. Venture capital investments are generally made as cash in exchange for shares in the invested company. It is typical for venture capital investors to identify and back companies in high technology industries such as biotechnology and ICT (information and communication technology).

Venture capital typically comes from institutional investors and high net worth individuals and is pooled together by dedicated investment firms.

Venture capital firms typically comprise small teams with technology backgrounds (scientists, researchers) or those with business training or deep industry experience.

A venture capitalist (also known as a VC) is a person or investment firm that makes venture investments, and these venture capitalists are expected to bring managerial and technical expertise as well as capital to their investments. Venture capital is also associated with job creation, the knowledge economy and used as a proxy measure of innovation within an economic sector or geography.

Venture capital is most attractive for new companies with limited operating history that are too small to raise capital in the public markets and have not reached the point where they are able to secure a bank loan or complete a debt offering. In exchange for the high risk that venture capitalists assume by investing in smaller and less mature companies, venture capitalists usually get significant control over company decisions, in addition to a significant portion of the company's ownership (and consequently value).

Young companies wishing to raise venture capital require a combination of extremely rare yet sought after qualities, such as innovative technology, potential for rapid growth, a well-developed business model, and an impressive management team. VCs typically reject 98% of opportunities presented to them, reflecting the rarity of this combination.
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= High Growth in Technology and Knowledge based
Industries (KBI)

= KBI growing fast and mostly global, less affected by
domestic issues.

= Several emerging centers of innovation — biotech,
wireless, IT, semiconductor, pharmaceutical.

= Ability to build market leading companies in India that
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= India moving beyond supplier of low-cost services to
higher-value products.

= Quality of entrepreneurship on ascending curve.
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City No. of Deals | Value(US$M)
Mumbai 69 1,780
Delhi/NCR* 41 395
Bangalore 40 1,525
Chennai 22 354
Hyderabad 17 492
Pune 10 114,

* National Capital Region
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Stage of Company No. of Deals | Amount (US$M)

Early Stage 59 236
Growth Stage 42 393
Late Stage 104 3663
PIPE 61 1314
Buyout i 1125
Others 22 769

= Late stage and PIPE deals accounted for ~70% of overall
value of PE transactions (PIPE: banking, pharma, auto
components)
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Stage of Company | No. of Deals A Amount (US$M)
Early Stage 24 154
Growth Stage 25 1082
Late Stage 67 2162
PIPE 34 1714
Buyout 6 440
Others 6 47

= Total number of deals: 162 with total amount invested at
~ US$5.6B
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Source: TSJ Venture Intelligence India

No. of Deals Value US $M % Share
IT & ITES 48 876 15.51%
Manufacturing 14 389 6.89%
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BFSI* 26 2121 37.55%
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Telecom 2 50 0.89%
Others 16 242 4.28%
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Conclusion

Future of Banking Services In India

If one were to say that the future of banking in India is bright, it would be a gross understatement. With the growing competition and convergence of services, the customers (you and I) stand only to benefit more to say the least. At the same time, emergence of a multitude of complex financial instruments is foreseen in the near future (the trend is visible in the current scenario too) which is bound to confuse the customer more than ever unless she spends hours (maybe days) to understand the same. Hence, I see a growing trend towards the importance of relationship managers. The success (or failure) of any bank would depend not only on tapping the untapped customer base (from other departments of the same bank, customers of related similar institutions or those of the competitors) but also on the effectiveness in retaining the existing base. 

India has witness to a sea change in the way banking is done in the past more than two decades. Since 1991, the Reserve Bank of India (RBI) took steps to reform the Indian banking system at a measured pace so that growth could be achieved without exposure to any macro-environment and systemic risks. Some of these initiatives were deregulation of interest rates, dilution of the government stake in public sector banks (PSBs), guidelines being issued for risk management, asset classification, and provisioning. Technology has made tremendous impact in banking. ‘Anywhere banking’ and ‘Anytime banking’ have become a reality. The financial sector now operates in a more competitive environment than before and intermediates relatively large volume of international financial flows. In the wake of greater financial deregulation and global financial integration, the biggest challenge before the regulators is of avoiding instability in the financial system. 

CHALLENGES 

►Interest Rate Risk
Interest rate risk can be defined as exposure of bank's net interest income to adverse movements in interest rates. A bank's balance sheet consists mainly of rupee assets and liabilities. Any movement in domestic interest rate is the main source of interest rate risk

Banking in the recent years had been reduced to a trading operation in government securities. Recent months have shown a rise in the bond yields has led to the profit from treasury operations falling. The latest quarterly reports of banks clearly show several banks making losses on their treasury operations. If the rise in yields continues the banks might end up posting huge losses on their trading books. Given these facts, banks will have to look at alternative sources of investment

►Non-Performing Assets
The best indicator of the health of the banking industry in a country is its level of NPAs. Given this fact, Indian banks seem to be better placed than they were in the past. A few banks have even managed to reduce their net NPAs to less than one percent (before the merger of Global Trust Bank into Oriental Bank of Commerce [ Get Quote ], OBC was a zero NPA bank). But as the bond yields start to rise the chances are the net NPAs will also start to go up. This will happen because the banks have been making huge provisions against the money they made on their bond portfolios in a scenario where bond yields were falling.

Reduced NPAs generally gives the impression that banks have strengthened their credit appraisal processes over the years. This does not seem to be the case. With increasing bond yields, treasury income will come down and if the banks wish to make large provisions, the money will have to come from their interest income, and this in turn, shall bring down the profitability of banks


►Competition
The entry of new generation private sector banks has changed the entire scenario. Earlier the household savings went into banks and the banks then lent out money to corporate. Now they need to sell banking. The retail segment, which was earlier ignored, is now the most important of the lot, with the banks jumping over one another to give out loans. The consumer has never been so lucky with so many banks offering so many products to choose from. With supply far exceeding demand it has been a race to the bottom, with the banks undercutting one another. A lot of foreign banks have already burnt their fingers in the retail game and have now decided to get out of a few retail segments completely.

The nimble footed new generation private sector banks have taken a lead on this front and the public sector banks are trying to play catch up.

The PSBs have been losing business to the private sector banks in this segment. PSBs need to figure out the means to generate profitable business from this segment in the days to come.

►Application of advanced technology
Technology is a key driver in the banking industry, which creates new business models and processes, and also revolutionises distribution channels. Banks which have made inadequate investment in technology have consequently faced an erosion of their market shares. The beneficiaries are those banks which have invested in technology. Adoption of technology also enhances the quality of risk management systems in banks. Recognising the benefits of modernising their technology infrastructure banks are taking the right initiatives.  While doing so, banks have four options to choose from: they can build a new system themselves, or buy best of the modules, or buy a comprehensive solution, or outsource. A further challenge which banks face is to ensure that they derive maximum advantage from their investments in technology and avoid wasteful expenditure which might arise on account of uncoordinated and piecemeal adoption of technology; 
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